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for transactions involving financial de-
rivatives. 

(d) What are management’s responsibil-
ities with respect to financial derivatives? 
(1) Management is responsible for daily 
oversight and management of financial 
derivatives activities. Management 
must implement the policies and proce-
dures established by the board of direc-
tors and must establish a system of in-
ternal controls. This system of internal 
controls should, at a minimum, provide 
for periodic reporting to the board of 
directors and management, segregation 
of duties, and internal review proce-
dures. 

(2) Management must ensure that fi-
nancial derivatives activities are con-
ducted in a safe and sound manner and 
should review applicable guidance 
issued by the OCC on implementing a 
sound risk management program. 

(e) What records must I keep on finan-
cial derivative transactions? You must 
maintain records adequate to dem-
onstrate compliance with this section 
and with your board of directors’ poli-
cies and procedures on financial deriva-
tives. 

§ 163.176 Interest-rate-risk-manage-
ment procedures. 

Federal savings associations shall 
take the following actions: 

(a) The board of directors or a com-
mittee thereof shall review the savings 
association’s interest-rate-risk expo-
sure and devise a policy for the savings 
association’s management of that risk. 

(b) The board of directors shall for-
mally adopt a policy for the manage-
ment of interest-rate risk. The man-
agement of the savings association 
shall establish guidelines and proce-
dures to ensure that the board’s policy 
is successfully implemented. 

(c) The management of the savings 
association shall periodically report to 
the board of directors regarding imple-
mentation of the savings association’s 
policy for interest-rate-risk manage-
ment and shall make that information 
available upon request to the OCC. 

(d) The savings association’s board of 
directors shall review the results of op-
erations at least quarterly and shall 
make such adjustments as it considers 
necessary and appropriate to the policy 
for interest-rate-risk management, in-

cluding adjustments to the authorized 
acceptable level of interest-rate risk. 

§ 163.177 Procedures for monitoring 
Bank Secrecy Act (BSA) compli-
ance. 

(a) Purpose. The purpose of this regu-
lation is to require savings associa-
tions (as defined by § 161.43 of this chap-
ter) to establish and maintain proce-
dures reasonably designed to assure 
and monitor compliance with the re-
quirements of subchapter II of chapter 
53 of title 31, United States Code, and 
the implementing regulations promul-
gated thereunder by the U.S. Depart-
ment of Treasury, 31 CFR Chapter X. 

(b) Establishment of a BSA compliance 
program—(1) Program requirement. Each 
savings association shall develop and 
provide for the continued administra-
tion of a program reasonably designed 
to assure and monitor compliance with 
the recordkeeping and reporting re-
quirements set forth in subchapter II of 
chapter 53 of title 31, United States 
Code and the implementing regulations 
issued by the Department of the Treas-
ury at 31 CFR Chapter X. The compli-
ance program must be written, ap-
proved by the savings association’s 
board of directors, and reflected in the 
minutes of the savings association. 

(2) Customer identification program. 
Each savings association is subject to 
the requirements of 31 U.S.C. 5318(l) 
and the implementing regulation joint-
ly promulgated by the OCC and the De-
partment of the Treasury at 31 CFR 
1020.220, which require a customer iden-
tification program to be implemented 
as part of the BSA compliance program 
required under this section. 

(c) Contents of compliance program. 
The compliance program shall, at a 
minimum: 

(1) Provide for a system of internal 
controls to assure ongoing compliance; 

(2) Provide for independent testing 
for compliance to be conducted by a 
savings association’s in-house per-
sonnel or by an outside party; 

(3) Designate individual(s) respon-
sible for coordinating and monitoring 
day-to-day compliance; and 

(4) Provide training for appropriate 
personnel. 
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